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Abstract- The visual cryptography (VC) is a secret sharing scheme where a secret image is encoded into 

transparencies, and the stacking of any out of transparencies reveals the secret image. The stacking of or fewer 

transparencies is unable to extract any information about the secret. We discuss the additions and deletions of users 

in a dynamic user group. To reduce the overhead of generating and distributing transparencies in user changes, this 

paper proposes a VC scheme with unlimited based on the probabilistic model. The proposed scheme allows to 

change dynamically in order to include new transparencies without regenerating and redistributing the original 

transparencies. Specifically, an extended VC scheme based on basis matrices and a probabilistic model is proposed. 

An equation is derived from the fundamental definitions of the VC scheme, and then the VC scheme achieving 

maximal contrast can be designed by using the derived equation.  
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I. Introduction 
  VISUAL cryptography (VC) is a branch of secret 
sharing. In the VC scheme, a secret image is encoded 
into transparencies, and the content of each 
transparency is noise-like so that the secret information 
cannot be retrieved from any one transparency via 
human visual observation or signal analysis techniques. 
In general, a -threshold VC scheme has the following 
properties: The stacking of any out of those VC 
generated transparencies can reveal the secret by visual 
perception, but the stacking of any or fewer number of 
transparencies cannot retrieve any information other 
than the size of the secret image. Naor and Shamir [1] 
proposed a –threshold VC scheme based on basis 
matrices, and the model had been further studied and 
extended. The related works include the VC schemes 
based on probabilistic models [2]–[4], general access 
structures [5], [6], VC over halftone images [7], [8], 

VC for color images [9], cheating in VC [10], [11], the 
general formula of VC schemes [12], and region 
incrementing VC [13]. Contrast is one of the important  
performance metrics for VC schemes. Generally, the 
stacking revelation of the secret with higher contrast 
represents the better visual quality, and therefore the 
stacking secret with high contrast is the goal of pursuit 
in VC designs. Naor and Shamir [1] define a contrast 
formula which has been widely used in many studies. 
Based on the definition of contrast, there are studies 
attempting to achieve the contrast bound of VC scheme 
[4], [14]–[20]. For instance, Blundo et al. [17] give the 
optimal contrast of VC schemes. Hofmeister et al. [19] 
provide a linear program which is able to compute 
exactly the optimal contrast for VC schemes. Krause 
and Simon [20] provide the upper bound and lower 
bound of the optimal contrast for VC schemes. 
Moreover, there exist VC related researches using 
differential definitions of contrast [21]–[23]. Another 
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important metric is the pixel expansion denoting the 
number of sub pixels in transparency used to encode a 
secret pixel. The minimization of pixel expansions has 
been investigated. 
 

II. System study 

       II.1. Feasibility Study 

  The feasibility of the project is analyzed in this phase 
and business proposal is put forth with a very general 
plan for the project and some cost estimates. During 
system analysis the feasibility study of the proposed 
system is to be carried out. This is to ensure that the 
proposed system is not a burden to the company.  For 
feasibility analysis, some understanding of the major 
requirements for the system is essential. 
Three key considerations involved in the feasibility 
analysis are  

 ECONOMICAL FEASIBILITY 

 TECHNICAL FEASIBILITY 

 SOCIAL FEASIBILITY 

 

         II.2. Economical Feasibility      

  This study is carried out to check the economic impact 
that the system will have on the organization. The 
amount of fund that the company can pour into the 
research and development of the system is limited. The 
expenditures must be justified. Thus the developed 
system as well within the budget and this was achieved 
because most of the technologies used are freely 
available. Only the customized products had to be 
purchase 
 
      II.3. Technical Feasibility 

  This study is carried out to check the technical 
feasibility, that is, the technical requirements of the 
system. Any system developed must not have a high 
demand on the available technical resources. This will 
lead to high demands on the available technical 
resources. This will lead to high demands being placed 
on the client. The developed system must have a 
modest requirement, as only minimal or null changes 
are required for implementing this system.    
 
  II.4. Social Feasibility 
 

The aspect of study is to check the level of acceptance 
of the system by the user. This includes the process of 
training the user to use the system efficiently. The user 
must not feel threatened by the system, instead must 
accept it as a necessity. The level of acceptance by the 
users solely depends on the methods that are employed 
to educate the user about the system and to make him 
familiar with it. His level of confidence must be raised 
so that he is also able to make some constructive 
criticism, which is welcomed, as he is the final user of 
the system. 
 

III. System Analysis 

       III.1. Existing System 

  In visual cryptography, the decoding process is 
performed directly by the human eyes; while in 
existing, the shared images need some processing to 
reconstruct the secret image. The increasing numbers of 
possibilities to create, publishes, and distribute images 
calls for novel protection methods, new sharing and 
access control mechanisms for the information 
contained in the published images. Secure image 
sharing techniques overcome the traditional 
cryptographic approach, providing new solutions for 
the development of new and secure imaging 
applications. 
 
              III.2. Proposed System 

  We have proposed a (t, n) VC scheme with flexible 
value of (n). From the practical perspective, the 
proposed scheme accommodates the dynamic changes 
of users without regenerating and redistributing the 
transparencies, which reduces computation and 
communication resources required in managing the 
dynamically changing user group. From the theoretical 
perspective, the scheme can be considered as the 
probabilistic model of (t, n) VC with unlimited. 
Initially, the proposed scheme is based on basis 
matrices, but the basis matrices with   infinite size 
cannot be constructed practically. Therefore, the 
probabilistic model is adopted in the scheme. 
 

IV. Implementation 

       IV.1. Input Image modules 
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  Login or logon (also called logging in or on and 
signing in or on) is the process by which individual 
access to a computer system is controlled by 
identification of the user using credentials provided by 
the user. A user can log in to a system to vyfvs and can 
then log out or log off (perform a logout / logoff) when 
the access is no longer needed. Logging out may be 
done explicitly by the user performing some action, 
such as entering the appropriate command, or clicking 
a website link labeled as such. It can also be done 
implicitly, such as by powering the machine off, 
closing a web browser window, leaving a website, or 
not refreshing a webpage within a defined period. After 
logging in, in this module we design to take the input 
image for processing. 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

       IV.2. Matrices (Black and White) Method 

The basis matrices of VC scheme were first introduced, 
a white-and-black secret image or pixel is also 
described as a binary image or pixel. In the basis 
matrices, to encode a binary secret image, each secret 
pixel white black will be turned into blocks at the 
corresponding position of transparencies, respectively. 
Each block consists of subpixels and each subpixel is 
opaque or transparent. Throughout this paper, we use 0 
to indicate a transparent subpixel and 1 to indicate an 
opaque subpixel. If any two subpixels are stacked with 
matching positions, the representation of a stacked 
pixel may be transparent, when the two corresponding 
pixels are both transparent. 
 
           IV.3. VC Scheme Method 

  Proposed method is based on the basis matrices and 
the idea of probabilistic model. For a (t, n) VC scheme, 
the “totally symmetric” form of (B0)and(B1) are both 
constructed and described as H0 and H1, respectively. 
VC scheme with flexible value of (n). From the 
practical perspective, the proposed scheme 
accommodates the dynamic changes of users without 
regenerating and redistributing the transparencies, 
which reduces computation and communication 
resources required in managing the dynamically 
changing user group. 
 
            IV.4. Encoding Algorithm Method 

  For a given value of (t), the transparencies can be 
continuously generated with the Opt Pr VC scheme. 
However, practical applications require the algorithm 
to terminate within finite steps. To meet the 
requirement, a finite number is used to specify the 
number of transparencies in the algorithm. 
 

V. Result 
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Results of Opt Pr VC   scheme. (a) T1 (b) T2      

(c)T1 (+) T2 

VI. Conclusion 

  We have proposed a VC scheme with flexible value of 
. From the practical perspective, the proposed scheme 
accommodates the dynamic changes of users without 
regenerating and redistributing the transparencies, 
which reduces computation and communication 
resources required in managing the dynamically 
changing user group. From the theoretical perspective, 
the scheme can be considered as the probabilistic 
model of VC with unlimited. Initially, the proposed 
scheme is based on basis matrices, but the basis 
matrices with infinite size cannot be constructed 
practically. Therefore, the probabilistic model is 
adopted in the scheme. As the results listed in Table I, 
the proposed scheme also provides the alternate 
verification for the lower bound proved by Krause and 
Simon [20]. For, the contrast is very low so that the 
secret is visually insignificant. Therefore, in practical 
applications, the values of 2 or 3 for are empirically 
suggested for the proposed scheme. 
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